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Abstract of the contribution: This paper proposes a solution for the Replacement of the UAV Controller of a UAS.
1 Introduction
The solution gives the possibility to substitute the current UAV controller by another one. Such UAVC substitution may be of particular interest for future drone use cases, for examples:
· The UAV is under the control of an automated controller but some event (ex: anomaly detection, geofencing boundaries crossing) calls for manual control.
· The UAV is under the control of a given UAVC, but law enforcement, or any authorized third-party, wishes to take control of that drone e.g. to modify the drone trajectory.
In the proposed solution, the new UAVC is associated with the same USS.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.754 as follows.
* * * * First Change * * * *
[bookmark: _Toc23232155][bookmark: _Toc23238463][bookmark: _Toc23239069][bookmark: _Toc23244489][bookmark: _Toc26520137][bookmark: _Toc26530875][bookmark: _Toc26530925][bookmark: _Toc26530974][bookmark: _Toc28869878][bookmark: _Toc30008178][bookmark: _Toc31035879][bookmark: _Toc31037026][bookmark: _Toc43132007][bookmark: _Toc43192918][bookmark: _Toc44583945][bookmark: _Toc44584094][bookmark: _Toc510607499]6.0	Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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* * * * Next Change (all new text) * * * *
[bookmark: _Toc26520138][bookmark: _Toc26530876][bookmark: _Toc26530926][bookmark: _Toc26530975][bookmark: _Hlk41000168]6.X	Solution #X: Replacement of the UAV Controller of a UAS
[bookmark: _Toc26173047][bookmark: _Toc26516367][bookmark: _Toc31037102][bookmark: _Toc31270500][bookmark: _Toc31270528][bookmark: _Toc31270556]6.X.1	Introduction
This solution addresses the requirement "An UAV Controller can be removed from a UAS and replaced with another UAV Controller or a TPAE" (see clause 4.2), as part of Key Issues 3 and 6.
This solution assumes that the UAV is already registered and authorized within the 3GPP systems, as well as within the CAA/UTM system, and that this UAV is already communicating with UAV Controller 1, associated with a USS. UAV Controller 1 is replaced by UAV Controller 2, which is associated with the same USS.
As for Solution 5, a UAV Flight Enablement Subsystem (UFES) may be used in the 3GPP system, to provide a single interface to the USS, thus limiting the impacts to the 3GPP system.
6.X.2	Procedures
[bookmark: _Toc43132028][bookmark: _Toc43192940][bookmark: _Toc44583970][bookmark: _Toc44584119]6.X.2.1	5GS Procedure


Figure 6.X.2.1-1: Procedure for replacing the UAV Controller of a UAS
1.	The UAV is communicating with UAV Controller 1.
2.	The USS sends a UAV Operation Update to the SMF (via UFES if applicable), containing new authorized UAV and UAV Controller pairing information.
NOTE 1: other solutions define the content of such UAV and UAVC pairing information, e.g. 3GPP UAV IDs and corresponding IP addresses. How the IP addresses of UAV and UAVC are available to the USS/UTM is also described in other solutions.
3.	The SMF configures user plane connectivity for UAV to UAV Controller 2 communication based on information provided by the USS (e.g. policies and/or UTM authorized UAV and UAV Controller pairing information ) to enable user plane connectivity between the UAV and the UAV Controller 2 and disable user plane connectivity between the UAV and the UAV Controller 1.
NOTE 2: the configuration includes configuring over N4 traffic filters with the IP addresses received at step 2 that enable/disable UAV and UAV controller connectivity, QoS information for data flow, etc., as for a regular IP data flow. 
4.	[Conditional] If UAV Controller 1 or UAV Controller 2 is a Networked UAV Controller, steps 2 and 3 are repeated with the SMF(s) serving UAV Controller 1 and UAV Controller 2, respectively, which may belong to the same or to a different PLMN.
	NOTE 3 :	The messages can be combined with step 2 if the same UFES is used.
5.	The UAV communicates with UAV Controller 2.
6.X.2.2	EPS Procedure


Figure 6.X.2.2-1: Procedure for replacing the UAV Controller of a UAS
1.	The UAV is communicating with UAV Controller 1.
2.	The USS sends a UAV Operation Update to the P-GW (via UFES if applicable), containing new authorized UAV and UAV Controller pairing information.
NOTE 1: other solutions define the content of such UAV and UAVC pairing information, e.g. 3GPP UAV IDs and corresponding IP addresses. How the IP addresses of UAV and UAVC are available to the USS/UTM is also described in other solutions.
3.	The P-GW configures user plane connectivity for UAV to UAV Controller 2 communication based on information provided by the USS (e.g. policies and/or UTM authorized UAV and UAV Controller pairing information ) to enable user plane connectivity between the UAV and the UAV Controller 2 and disable user plane connectivity between the UAV and the UAV Controller 1.
NOTE 2: the configuration includes configuring over N4 traffic filters with the IP addresses received at step 2 that enable/disable UAV and UAV controller connectivity, QoS information for data flow, etc., as for a regular IP data flow.
4.	[Conditional] If UAV Controller 1 or UAV Controller 2 is a Networked UAV Controller, steps 2 and 3 are repeated with the P-GW(s) serving UAV Controller 1 and UAV Controller 2, respectively, which may belong to the same or to a different PLMN.
	NOTE 3:	The messages can be combined with step 2 if the same UFES is used.
5.	The UAV communicates with UAV Controller 2.
6.X.4	Impacts on services, entities and interfaces
For 5GS: an "update" operation is added to the SMF service that receives the authorisation data from USS. This may be a new service or an update of an existing one, to be determined during normative phase. 

For EPS: the reference point between the P-GW and the UFES or USS for authorisation data is extended to allow update of the authorisation data.
* * * * End of Changes * * * *
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